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ABSTRACT

The main requirements in the design of wireless sensor network applications are to
minimize energy consumption and maximize battery lifetime. Power is primarily con-
sumed during wireless transmission and reception. Automatic repeat request (ARQ)
and forward error correction (FEC) are the two basic methods to recover erroneous
packets. As energy conservation is a major issue of concern in wireless sensor net-
works, repeat transmission because the error in the data received is not an option, and
FEC would be preferred over ARQ. FEC is applied in situations where retransmissions
are relatively costly or impossible. A successful data transmission means a higher en-
ergy saving and a long-life network. This paper presents a novel linear block forward
error correction code for wireless sensor network applications called Low Complexity
Parity Check (LCPC). The LCPC code offers lower encoding and decoding complexity
than other types of codes. To validate the performance of the LCPC code, the proposed
coding scheme was investigated at different values of data transmission with different
types of modulations over Additive white Gaussian noise (AWGN) and Rayleigh fad-
ing channels. The simulation results show that the proposed code outperforms the
renowned LDPC (8, 4), (255,175), and (576, 288) codes.
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1. INTRODUCTION
In information and coding theory, error detection and correction are techniques that enable the reliable

delivery of digital data over unreliable communications channels [1]. Transmission over the wireless channels
especially in high reliability and high data rate wireless network applications is prone to noise and interference
which causes the reception of erroneous packets at the receiving node. Automatic Repeat Request (ARQ) tech-
niques are usually used in wireless sensor networks (WSNs) to tackle erroneous transmission, but they become
inefficient with respect to energy and delay in hard environments [2]. WSNs consist of large number of small
sensor devices with sensing, computing and communication capabilities. These sensors have limited resources
such as limited memory, short communication range, low bandwidth, less CPU cycles and very limited energy
[3]. The constrained energy has a direct impact on the lifetime of sensor networks. Moreover, the energy ex-
pended for computation is much less than the energy expended for communication. For example, in Berkeley
motes, the energy consumed for transmitting a single bit is equivalent to the energy consumed for executing
800 CPU instructions. In general, the energy consumption in WSNs is involved in three main activities which
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are sensing, processing and communication [4]. The largest amount of energy is consumed during the trans-
mission and reception of information. Indeed minimizing the number of transmissions can prolong the lifetime
of WSNs. Therefore, minimizing energy consumption is of most importance in designing WSNs.) ARQ tech-
niques introduce high latency, where the repeated retransmission consumes considerable time, which leads to a
high delay between the detection moment of an event at the sensor nodes and informing the base station about
that event. Retransmission also consumes a large amount of energy from both transmitting and receiving nodes.
To reduce the number of retransmission for lossy channels, Error Correcting Codes are commonly used [5].

Best networks must be able to transfer data from source to destination or from one node to another
node with complete accuracy and reliability. Therefore, for reliable networks, errors must be detected and
correct at the destination node without the need to send a retransmit request again from the sender node. By
using the error detection and correction techniques the network performance will improve such as increase the
throughput, decrease the BER besides reduction end-to-end delay. The main design interest for any applications
of WSNs is the limited energy supply, limited computation capability, and communication range of sensor
nodes as compared with other computing and communicating devices [4], [6]. The lifetime of WSN depends
on the lifetime of the battery of individual sensor nodes. One way to conserve the energy in WSNs is to
avoid retransmission due to error as far as possible and instead use an efficient error control scheme for error
correction. Utilization of the Automatic Repeat Request (ARQ) is limited for sensor networks due to the
additional retransmission energy cost and overhead.

Forward Error Correction (FEC) Code strategies allow the receiver to detect and correct errors within
some bound. The advantage of FEC is that retransmission of data can be avoided. The most significant chal-
lenge in sensor networks is to overcome the energy constraints since each sensor node has limited energy to
consume. Since data transmitted over the wireless media is vulnerable to corruption by noise, error control
schemes are necessary to keep the Bit Error Rate (BER) low. Due to the stringent energy constraint, it is im-
possible to increase the signal power of the transmitted signal in wireless sensor networks. Hence an alternative
way is to use the error control codes to reduce the BER.

Many approaches of error detection code can detect accidental changes in digital data over unreliable
communication channels but without correcting these errors. Cyclic redundancy check (CRC) and frame check
sequence (FCS) are some of the methods of the error detection which commonly used in the data link layer
(e.g., frame header) and network layers (e.g., packet header)[7]. In both cases CRC and FCS, the errors can be
detected but cannot be corrected [8]. The correction in these cases is attempted by retransmission of the original
data once again. The frame or packet dropped if the retransmitted information still erroneous, which causes
wasted time and bandwidth that leads to degradation in network performance. Another issue of this problem
becomes (i.e., frame or packet is dropped) more critical in real-time applications, such as video conference and
remote control in WSNs that depend on a live broadcast.

One type of error detection and correction is the Hamming code that can detect and correct single-bit
error and detect double-bit errors but cannot correct. The reason that Hamming code cannot correct double bit
error is limited of number of syndromes. Base on the H matrix of Hamming code that included 3 rows and
7 columns there are 8 values of the syndrome [7]. In the case of a single-bit error, there are 7 possibilities of
error pattern when the codeword length equals 7 bits, in that case, each error pattern assigned by one syndrome
vector. In the case of double-bit errors, there are 21 possibilities of error pattern when the codeword length
equals 7 bits and the Hamming code did not have this number of the syndrome (i.e. 21), therefore each 3
error patterns assigned by one syndrome vector. This makes the correction operation is difficult and impossible
because it cannot decide correctly which the error pattern is correct from the 3 error patterns. In addition, the
Hamming code cannot detect more than two-bit errors (e.g., burst error) [8], [9]. Reed Solomon (RS) [10]
code is one of the famous error correction codes, it is the subset of the Bose, Chaudhuri, and Hocquenghem
(BCH) codes as well as linear block codes. A particular RS code specified as RS (n, k) with s-bit symbols.
The number and type of errors that can be corrected in RS code depend on the characteristics of that code [11].
An RS decoder can correct up to t symbols that contain errors in a code word, where 2t = n-k. To increase the
capability of error correction, the number of the parity code must increase. This means, the value of t in RS
code must be large. Likewise, the error correction capability of the low-density parity-check (LDPC) code also
depends on the codeword length and the characteristic of the parity check matrix. The decoder gives a better
performance with a larger code word and with good parity-check matrices. In practice, to achieve a better BER
performance with LDPC codes and close to the channel capacity, the length of the LDPC codeword used is in
the order of thousands of bits [12]. The matrix multiplication for that big codeword size demands huge memory,

An efficient forward error correction code for wireless sensor networks (Salah A. Alabady)



106 r ISSN: 2252-8776

computational requirements, and more complexity to the decoding [13]. In any way, the decoder fails to correct
errors if the number of errors occurred is greater than the error correction capability of the decoder regardless of
the number of iterations. N. Abughalieh, K. Steenhaut, and A. Nowe [14], ECC technique for sensor networks
based on Turbo Codes is presented. The low complexity turbo encoder is deployed at the source nodes, while
the iterative decoding process is shifted to the Base Station. The high processing power requirements make
turbo decoders hard to run at the sensor nodes since the nodes have limited processing and memory resources
[15]. Although there are various encoding schemes, such as Reed-Solomon codes, convolutional codes, and LT
codes [16], none of them are directly applicable to the WSNs. Since a typical wireless sensor node currently
has a low processing power and a small memory, it needs an energy-efficient error correction scheme. As Reed-
Solomon and LT code require high processing power and storage, they may not ideal for WSNs. In addition,
implementing coding techniques introduces a high delay in delivering packets to the base station. The delay
comes from the coding and decoding processes that run on each node in the network while routing data to the
base station.

The main difference between our proposed code and the other codes such as RS, BCH, and LDPC, is
that a simple encoding and decoding method with low complexity moreover not require huge memory and not
require iteration process [17]. To store the tables of syndrome vector and error pattern for single and double-bit
error, we need 585 bits (around 74 bytes) from the memory size. The number of one element in the G and H
matrices in our proposed code is lower than the number of zero elements. There are 12 one elements from 36
elements in the G matrix and 13 one elements from 45 elements in the H matrix. These low numbers of ones
in the G and H matrices lead to reduce the number of addition and multiplication operations and this makes
our proposed code low complexity compare with other types of codes. For example in Hamming code (7, 4)
there are 13 one elements from 24 elements in the G matrix and 12 one elements from 21 elements in the H
matrix. This means there is 54.16 % from one element in the G matrix and 57.14% from one elements in the
H matrix, while there is 33.33% and 28.88% from one elements in the G and H matrices in our proposed code
LCPC code [18]. On the other hand, there are 16 one elements from 21 elements in the H matrix in LDPC
code (8, 4) this means there is 50% from one elements in the H matrix. We compare the performance of the
LCPC code with other codes approaches such as Hamming, RS, and LDPC codes over AWGN and Rayleigh
fading channels with BPSK, 4-QAM, and 16-QAM modulations. The simulation results show that the proposed
LCPC code improves the BER performance compared with other code types and this leads to an increase in
the throughput due to a decrease in the retransmission process. Moreover, LCPC code has less complexity
and lower size memory requirement compared with RS and LDPC codes. Additionally, LCPC code does not
require reiteration in the detection and correction error process. We used the same concept of Hamming codes
for proposed the generator matrix G in the LCPC code. However, the parity matrix in the G and H matrices
is different. In addition, the mean difference between the LCPC code and Hamming code is that the latter
can correct the single-bit error and detect the double-bit error. While LCPC code can detect and correct a
(1, 2, 3, 6, 7, 8, and 9) bits error from the codeword length 9 bits. The remainder of this paper is organized
as follows. Section II provides a description of the proposed approach LCPC code. Section III, presents the
performance of LCPC code and simulation results analysis with suggestions for some applications. Finally,
section IV concludes.

2. PROPOSED LCPC (9, 4) CODE
In this section, we present the proposed linear block code LCPC (9, 4) that use to detect and correct

single and double-bit errors. Moreover, the LCPC code can detect and corrects more than double-bit errors
(Burst Error) in some cases that will explain later in this section. Our code has the capability to detect and
corrects consecutive and non-consecutive bit errors. The LCPC code is defined as block code (9, 4) where the
code word length n = 9 and the sample data length k = 4. The LCPC (9, 4) code includes four main units
defined as follows; encoding, error detection, error correction, and decoding. This section presents the LCPC
(9, 4) block code, which encodes symbol with length (k = 4) bits into a codeword length n = 9. Equations (1)
and (2) show G and H matrices for LCPC (9, 4) respectively.

G =


1 0 0 0 1 1 0 0 0
0 1 0 0 0 1 1 0 0
0 0 1 0 0 0 1 1 0
0 0 0 1 0 0 0 1 1

 (1)
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H =


1 0 0 0 1 0 0 0 0
1 1 0 0 0 1 0 0 0
0 1 1 0 0 0 1 0 0
0 0 1 1 0 0 0 1 0
0 0 0 1 0 0 0 0 1

 (2)

The number of one’s in G and H matrices for the proposed LCPC codes is lower than the number of
zeros. Matrix G has 12 one out of 36 elements (4 rows and 9 columns) in the matrix. Matrix H has 13 one out
of 45 elements (5 rows and 9 columns) in the matrix. The lower number of one in G and H matrices reduces the
number of addition and multiplication operations in encoding and decoding processes and this lead to reduce
code complexity [9]. Table 1 shows the comparison between LCPC and LDPC codes in terms of the number of
one in G and H matrices as well as their percentage. LCPC codes have a lower number of one or percentage of
one, thus having lower complexity. Because the complexity of multiplying a codeword with a matrix depends
on the amount of 1’s in the matrix [9].The complexity of LCPC code is O(n), where n is the codeword length.
Where n = 9 for LCPC (9, 4).

Table 1. Comparison for number and percentage of (1) in G and H
matrices for LDPC, Hamming, and LCPC codes

Type of code Size of G matrix Number and percentage of (1) in the Gmatrix
Size of H matrix Number and percentage of (1) in the H matrix
Hamming [1],[2] 4 × 7 = 28 13 (46.42%)
3 × 7 = 21 12 (57.14%)
LDPC [8],[10] 4 × 8 = 32 16 (50%)
4 × 8 = 32 16 (50%)
LCPC (proposed) 4 × 9 = 36 12 (33.33%)
5 × 9 = 45 13 (28.88%)

2.1. LCPC encoding
The encoding process of LCPC codes is comparatively simple as it involves just matrices multiplica-

tion. The first step in the encoding units is the segmentation of the source data that are scheduled to send into
samples; each sample includes k binary bits. The samples of source data denoted by SDi = (v0, v1, .... vk−1),
1 ≤ i ≤ j , where j is the number of samples of the source data, v is a binary bit, and k = 4 is the lengths of
a binary vector. To start transmit and encode the source data, two samples from the source data are take, for
example (SD1 and SD2). The second step is the XOR operation that used to create SD3 sample from SD1

and SD2 samples. We will mention later in this section the benefits of SD3. The third step is the encoding
that implemented using a polynomial function. In the encoding step the redundant bits r will be added to each
sample. Length of the code word is equal to n , where n = k + r , and r = 5. A polynomial function f (α) can
representation of the form,

fnαn + fn−1αn−1 + ...+ f0 (3)

where, fi ∈ GF (q), i = 0, 1, .... , n, and q = 2m

In this case, the corresponding vector of a polynomial f(α) would be as follows [fn f(n−1) f(n−2)....
f0]. The LCPC code is constructed using Galois Field, GF (25). As a rule, if the polynomial function used to
construct the LCPC code, the first thing is choosing a generator polynomial G (α). The G(α) uses for encoding,
where (α) is a primitive nth root of the G (α) and a primitive element of GF (25). The generator polynomial
G(α) that we have proposed depending on the Tanner graph as shown in Figure 1, Table 2 shows Code words
of the LCPC (9, 4) code.

G(α) = α5 + α+ 1 (4)
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 Data nodes 

ν1 ν2 ν3 ν4 

Code nodes 

β2 β3 β4 β5 β6 β7 β8 β1 β9 

Figure 1. Tanner graph of a generator matrix G for the LCPC (9, 4) code.

To generate a code word polynomial CDTi (α), we multiply G (α) by a message polynomial SDi

(α). The generator polynomial G(α) is denoted by;

G(α) = G0 + G1α+ ...+ Gn−1α
n−1 + Gnα

n (5)

Depending on our proposed Tanner graph that shown in Figure 2, the parity check H(α) is defined by
the follows:

H(α) = α5 + 1 (6)

 

Check nodes 

Code nodes 

β9 β2 β3 β4 β5 β6 β7 β8 β1 

γ1 γ2 γ3 γ4 γ5 

Figure 2. Tanner graph of a check matrix H for the LCPC (9, 4) code

The transmitted code word CDTi (α) can be expressed as:

CDTi(α) = SDi(α)× G(α) (7)

where,

CDTi(α) = β0 + β1α+ ...+ βn−1α
n−1 (8)

The message polynomial SDi(α) that is a sample of source data can be expressed as:

SDi(α) = v0 + v1α+ ...+ vk−1α
k−1 (9)
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Table 2. Code words of the LCPC (9, 4) code
Message Binary Message polynomial SDi(α) Code word Polynomial CDTi(α) Code word Binary

0 0 0 0 0 0 0 0 0 0 0 0 0 0 0
0 0 0 1 1 α5 + α + 1 0 0 0 1 0 0 0 1 1
0 0 1 0 α α6 + α2 + α 0 0 1 0 0 0 1 1 0
0 0 1 1 α +1 α6 + α5 + α2 + 1 0 0 1 1 0 0 1 0 1
0 1 0 0 α2 α7 + α3 + α2 0 1 0 0 0 1 1 0 0
0 1 0 1 α2 + 1 α7 + α5 + α3 + α2 + α + 1 0 1 0 1 0 1 1 1 1
0 1 1 0 α2 + α α7 + α6 + α3 + α 0 1 1 0 0 1 0 1 0
0 1 1 1 α2 + α + 1 α7 + α6 + α5 + α3 + 1 0 1 1 1 0 1 0 0 1
1 0 0 0 α3 α8 + α4 + α3 1 0 0 0 1 1 0 0 0
1 0 0 1 α3 + 1 α8 + α5 + α4 + α3 + α + 1 1 0 0 1 1 1 0 1 1
1 0 1 0 α3 + α α8 + α6 + α4 + α3 + α2 + α 1 0 1 0 1 1 1 1 0
1 0 1 1 α3 + α + 1 α8 + α6 + α5 + α4 + α3 + α2 + 1 1 0 1 1 1 1 1 0 1
1 1 0 0 α3 + α2 α8 + α7 + α4 + α2 1 1 0 0 1 0 1 0 0
1 1 0 1 α3 + α2 + 1 α8 + α7 + α5 + α4 + α2 + α + 1 1 1 0 1 1 0 1 1 1
1 1 1 0 α3 + α2 + α α8 + α7 + α6 + α4 + α 1 1 1 0 1 0 0 1 0
1 1 1 1 α3 + α2 + α + 1 α8 + α7 + α6 + α5 + α4 + 1 1 1 1 1 1 0 0 0 1

2.2. LCPC decoding
During the transmission, the codewords expect to expose attenuation and distortion due to interference,

noise, and multipath fading in wireless network systems. Therefore, maybe there are errors in some bits in the
codeword received at the receiver side. In the decoding unit, there are three procedures. First is syndrome
vector computation for error detection. Second is determinate the error pattern depending on the syndrome
vector. The third is error correction by adding the error pattern to the error codeword received. Error detection
is the ability to detect errors in one bit or more than one bits. Whereas, error correction has an additional feature
that enables identification and corrects the errors. The first step of the decoding process is error detection. The
aim of the detection is to check is there are any errors in the codeword received (CDRi). The LCPC code
used the parity check equation H(α) for this purpose. The relationship used for error detection in the codeword
received can be expressed as (8).

SY(α) = H (α)× CDRi(α) (10)

Where SY = (γ0, γ1, ... γr) is the syndromes vector and CDRi(α) is the codeword received that
denoted by (9). The codeword received defined as the codeword transmitted with error pattern EP (α). The
value of SY depending on the type of error (single or double-bit errors) and on the position of the bit error in
the CDRi(α). Then, depending on the SY value, we can determine the error pattern (EP). The EP is an error
pattern vector that results from a noisy channel.

CDRi(α) = CDTi(α) + EP(α) (11)

By substituting (9), into (8), SY (α) can be rewritten as follows:

SY(α) = H(α)× (CDTi(α) + EP(α)) (12)

SY(α) = H(α)× CDTi(α) + H(α)× EP(α) (13)

SY(α) = H(α)× EP(α) (14)

The multiplication between H(α) and G (α) or CDTi(α) is equal to zero. This is because of the
property that any row in the H matrix is orthogonal to the rows of the G matrix, which is the inner product of
a row in G with a row in H will be zero. From the (12) the syndromes vector (SY) is only dependent on the
error pattern (EP). Therefore, the error detection is implemented by calculating the SY value to check is there
any error in the three codewords received (CDR1, CDR2 and CDR3) for the three code words that transmitted
(CDT1, CDT2 and CDT3) respectively. For any codewords received if SY is the null vector (all zeros) this
indicates the received codeword is error-free. On the other hand, if the value of SY is non-zero, then the value
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indicates some bit has been changed, and this means there are some errors (single, double, or more than double
bits) in that code word received. The type of error is known from the SY value. There are two tables for
syndrome vector values with the specific error patterns, one for the single-bit error and the second is for the
double-bit errors. We assume the two tables for syndrome vector are stored in the memory at the receiver. The
tow tables exploit 79 Byte form the memory size. If the SY indicates that there is a one-bit error for both CDR1

and CDR2, the LCPC code can correct the two codewords received without the need to CDR3. Also, when the
SY indicates that there are two-bit errors with one error pattern for both CDR1 and CDR2 code words, also the
LCPC code can correct the two codewords without the need to CDR3. However, if the SY indicates that there
are two-bit errors with two error patterns for one or both the code words (CDR1 and CDR2), on that case the
LCPC code used CDR3 (after correction CDR3)) to correct the two code words.

Additionally, to detect and correct single and double bit errors, our proposed code has the capability to
detect and correct more than double-bit errors ( 3 to 9-bit errors ) in some cases. The first case, if for example
there is one or two-bit errors with one error pattern in the code words (CDR1 andCDR3) and more than two-bit
errors in CDR2, the LCPC code can recover and correct CDR2 after correct CDR1 and CDR3. Whereas the
second case, if the SY value indicates there are one or two-bit errors with one error pattern in the code words
(SD2 and SD3) and more than two-bit errors in CDR1 on that case the LCPC code can recover and correct
CDR1 after correct (SD2 and SD3). However, the case that the LCPC (9,4) code can detect the errors but
cannot correct it and need to retransmit the SD1 and SD2 again when there are more than two-bit errors in the
two codewords received CDR1, CDR2 and CDR3. The previous cases explain the benefits of the send SD3

with the SD1 and SD2. In the case of single-bit error correction and for 9 bits code word length, there is 9
probability of the EP. Whereas, in the case of two-bit errors for 9 bits code word length, there is 36 probability
of the EP. The number of probability EP (NoEP) can be expressed as:

NoEP = n!/e!(n− e)! (15)

One problem in the correction double bit errors in our proposed code is that we have 36 probability of
the EP whereas the maximum probability of the SY is 32 (25). This is causes to overlap in some cases of the
EP (i.e., there are two EP have the same value of SY). In case for example the CDR1 has two EP this means
there are two-correction possibilities. The same thing for CDR2 or CDR3. The worst-case happens when each
one of the CDR1, CDR2, and CDR3 have two EP. We solve this problem by using the CDR3 in the correction
process, and this is another reason to sent SD3.

Table 3 shows the syndrome vectors and their associated error patterns in case a single bit error. We
did not mention the SY and EP Table for double-bit errors because of the limited number of pages. The authors
have more detailed documented for Tables, flow charts and pseudo-code for error detection and correction
function of LCPC (9,4) code. The correction process is achieved by adding the EP value to the error core word
received as shown in (12).

ĈDTi(α) = CDRi(α) + EP(α) (16)

where the ĈDTi(α) is the corrected codeword received. The decoder to obtain the original source
data send SDi implemented by masking the last four bits of the codeword.

SDi = ĈDTi(α) ∧ (111100000) (17)

Table 3. Error pattern versus syndrome vector polynomial of LCPC (9, 4) code for a single bit error
Position number of single bit error Error Pattern (EP) Syndrome Vector (SY)

0 0 0 0 0 0 0 0 1 1 α
0 0 0 0 0 0 0 1 0 α α2

0 0 0 0 0 0 1 0 0 α2 α3

0 0 0 0 0 1 0 0 0 α3 α4

0 0 0 0 1 0 0 0 0 α4 α + 1
0 0 0 1 0 0 0 0 0 α5 α2 + α
0 0 1 0 0 0 0 0 0 α6 α3 + α2

0 1 0 0 0 0 0 0 0 α7 α4 + α3

1 0 0 0 0 0 0 0 0 α8 α4 + α + 1
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3. PERFORMANCE OF LCPC CODE AND SIMULATION RESULTS ANALYSIS
This section presents the performance of the proposed code at the AWGN channel with BPSK mod-

ulation. In addition, this section provides a comparison of LCPC (9,4) code with Hamming [9], RS [19], and
LDPC [20] codes using a different value of codeword length. Figure 3 shows the results of the BER perfor-
mance of the LCPC (9,4) code with the RS codes, especially at the parity code (6, 8, 10, 16, and 32) bytes. We
investigate the performance of our proposed LCPC (9,4) code with a different codeword length of RS codes.
We have considered the BPSK modulation and AWGN channel. As the graph shows, the BER performance
of the RS code is becoming better when the number of parity codes increases. For illustration, at parity code
32 byte, the RS code is better than LCPC code at the SNR greater than 6 dB. But at the low SNR for AWGN
channel the LCPC (9,4) code is better than the RS code. As well as, increased the parity code will increase the
complexity of detection and correction of the errors additionally this increased the time delay.

To explain how and why the performance of our proposed code (LCPC) is better than the Hamming
and RS codes as the results shown in Figure 3. We refer to some details about the capability of the error
detection and correction for those codes. The minimum Hamming distance defined as dmin = n-k. The number
of errors that a block code can detect and correct is determined by its minimum Hamming distance dmin. This
is defined as the minimum number of places where any two codewords different. In general, the number of
errors V that can be detected for a block code is V = d-1. For example at m = 3, the codeword length n = 7,
message length k = 4 and dmin = 3. Where t is the number of errors that a block code can correct.

t = bn− k
2
c = 1 (18)

Since, the Hamming code has a minimum Hamming distance d = 3, it can only correct 1 bit error for
each 7 bits transmitted. Therefore, the percentage of error correction is (1/7 = 14.285%). Likewise, in case
Reed-Solomon (RS) code the number and type of errors that can correct depends on the characteristics of the
RS code. RS codes are a subset of Bose - Chaudhuri - Hocquenghem (BCH) codes and are linear block codes.
RS codes are burst error-correction codes. A Reed-Solomon code is specified as RS (n, k) with s-bit symbols.
This means that the encoder takes k data symbols of each s bits and adds parity symbols to make an n = 2s−1,
symbol code word. There are n-k parity symbols of s bits. An RS decoder can correct up to t symbols that
contain errors in a code word, where 2t = n-k. If s = 3 bits, then n = 7, and when the number of parity equal
to 3, then k = 4. The number of symbols that contain errors that RS code can correct is t, where t as shown in
14. So, based on t value the RS (7,4) code can only correct one symbol errors from the 7 codeword symbols
that transmitted. When the symbol sizes are 3 bits, the worst case happened when only a one-bit error occurs
in separate symbols. In this case, the percentage of error correction is (1 / 21 = 4.7619%), this value is small
compared with the percentage of error correction in Hamming (7,4) code, and this explains the reason why the
Hamming (7,4) code has a better BER performance compare with the RS (7,4) code, as shown in Figure 3.
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Figure 3. Comparison between LCPC (9, 4) code with different RS codes over AWGN channel.
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The best case of error correction in RS (7,4) code occurs when there are only all bits in one symbol
is errors. This means the percentage of error correction is the number of errors in one symbol over the total
number of symbols bit transmitted, i.e. (3 / 21 = 14.285%). Compared with our proposed code LCPC the
worst case happened when only a one-bit error in each codeword (9 bits). Based on our approach, there are
three codewords transmitted each time. Two codewords contain the original source data (SD1 and SD2) and
the other one codeword (SD3) result of XOR the two original source data. The benefit of sending the third
codeword (CDT3) is in order to use it in a correction the error in the case that there are more than two-bit errors
in one codeword that contains the original source data (CDT1 or CDT2). The percentage of error correction
is (2 / 18 = 11.11%) and the percentage of error correction is 22.22% when there are 2-bit errors in (CDT1

or CDT2), the best percentage of error correction case happen when there are two-bit errors in one codeword
and 9-bit errors in another codeword (11 / 18 = 61.11%). This explains how the LCPC code is better than
Hamming, BCH, Golay, and RS codes.

To increase the capability of error correction, the number of the parity code must increase. This means,
the value of t in RS code must be large. A popular Reed-Solomon code is RS (255, 223) with 8-bit symbols.
Each block contains 255 code word bytes, of which 223 bytes are data and 32 bytes is parity. For this code: n =
255, k = 223, s = 8, 2t = 32, and t = 16. A large value of t means that a large number of errors can be corrected
but requires more computing power than a small value of t. One symbol error occurs when 1 bit in a symbol is
wrong or when all the bits in a symbol are wrong. RS (255, 223) decoder can correct 16 symbol errors. The
worst-case occurred when 16-bit errors may occur, and each one of these bits is in a separate symbol (byte)
so that the decoder can correct as maximum 16-bit errors from the 2040 bits (255x8). The percentage of error
correction is (16/2040 = 0.784%). Whereas the best case occurred when a 16 complete byte error happens so
that the decoder can correct a 128 bits (16x8) error from the 2040 bits. The percentage of error correction is
(128/2040 = 6.274%).

As we see there are restrictions and limitations in the number of errors that the decoder can correct
in each block and this limitation depending on the number of parity byte. The difference between the LCPC
code and RS code is that the latter has the ability to correct a specific number of bit errors based on the parity
number, whereas the LCPC code is not so. As an example in LCPC code, if we need to send 2040 bits (255
bytes), we segmentation these 2040 bits to around 227 blocks, each block contains 9 bits. So, the worst case is
that the LCPC code can correct 1 bit in each one block (9 bits). We have 227 blocks, therefore the percentage
of error correction is (227/2040 = 11.127%), and if there are two-bit errors in each block the percentage of
error correction is (454/2040 = 22.25%). The best-case happened when there are half of 227 blocks that have
two-bit errors, and another half of the 227 blocks have 9 bits error as the maximum. Therefore, the total
number of errors that LCPC code can correct is equal to;(227 / 2) x 2 = 227 bits , and (227 / 2) x 9 = 1021
bits. The percentage of error correction is (227+1021)/ 2040 = 61.176%. Therefore, the proposed code LCPC
is outperforming the renowned codes. Moreover, Figure 4 presents the comparison between LCPC (9, 4) code
and other types codes such as Hamming, Golay, BCH (Soft, Hard), and RS codes with the Shannon limit over
AWGN channels on BPSK modulation. The figure shows that the performance of LCPC (9, 4) code also is
better than the other codes. As shown in Figure 4 to get a BER = 10−5, we need 5.6 dB for a LCPC (9,4)
code. The coding gain is 1.9, 2.5, 3.4, 3.6, 3.9 dB for Golay, BCH soft, Hamming, BCH soft, and RS codes
respectively.The coding gain defined is the amount of additional SNR or Eb/No that would be required to
provide the same BER performance for an uncoded signal.

Figure 5 presents the coding gain for LCPC (9, 4) code compared with the Hamming and RS codes in
the AWGN channel. The figure evidently shows that the coding gain for LCPC (9, 4) code increases when the
codeword length of Hamming and RS codes decrease. The minimum coding gain is equal to 1.4 dB at codeword
length 255, whereas it is equal to 3.5 dB and 4 dB for Hamming and RS codes respectively at codeword length
7 when the BER equal to 10−5. The saving power is one of the benefits of LCPC (9, 4) code. Therefore
we can use our proposed code in wireless sensor network (WSN) because the power consumption and save
battery life is very important things in WSN. Figure 6 presents the BER performance comparison between
LCPC (9, 4) code and LDPC code (8, 4) at different types of decoding methods over AWGN channels using
BPSK modulation. The figure shows that the performance of LCPC (9, 4) code is better than LDPC code when
the bit flip decode method (BF) used and the coding gain is around 4 dB at BER equal 10−5. Although, the
BER performance of the LCPC (9, 4) code becomes near the LDPC code that used log domain and log domain
simple decoding methods at low SNR. The performance of LCPC (9, 4) code becomes equal to the performance
of the LDPC code that used the log domain decoding method when the SNR increased. In addition to better
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performance of BER for our proposed LCPC code, the main advantage is low complexity of encoding and
decoding comparing to the LDPC and RS codes and does not need reiteration in decoding for correcting the
errors.
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Figure 7 presents the BER performance comparison between LCPC (9, 4) code and Euclidean Geometry-
Low Density Parity Check (EG-LDPC) (255,175) code [20] at different types of decoding methods over AWGN
channels using BPSK modulation. These decoding methods include bit flipping decoding (BF), one-step
majority-logic (MLG) decoding, weighted MLG decoding, and weighted BF decoding [20]. 7 shows that
the BER performance of LCPC (9, 4) code is better than (EG-LDPC) (255,175) code at low SNR. On the other
hand, at SNR 5 dB the BER performance of the LCPC becomes the same performance of the EG-LDPC code
when the EG-LDPC BF and EG-LDPC weighted MLG decoding methods used. In addition, at SNR 3.5 dB
the BER performance of the LCPC becomes the same performance of the EG-LDPC code when the EG-LDPC
weighted the BF decoding method. Figure 8 shows the BER performance comparison between the LCPC (9,
4) code and LDPC (576, 288) in BPSK modulation over the Rayleigh fading channel at 41472 bits. The figure
shows the LCPC (9, 4) code outperforms the LDPC (576, 288) code over the Rayleigh fading channel.

Although, some types of decoding for LDPC code have a better BER performance compare with our
proposed code over AWGN channels such as EG-LDPC weighted BF decoding method. However, the LCPC
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code has characteristics that distinguish it from LDPC codes such as; low complexity encoding and decoding,
did not demand huge memory for matrix multiplication for that big codeword size, and did not need iterations
in decoder compared with LDPC codes that need more than 20 times of iterations to correct the error code
word. The benefits of the proposed code will improve the network performance such as increasing throughput,
reducing end-to-end delay, and bit error rate for real-time applications.
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4. CONCLUSION
In this paper, an efficient FEC scheme for WSNs has been presented that called low complexity parity

check (LCPC) code to avoid retransmission which saves energy. In addition, to detect and correct single
and double bit errors, the LCPC code can correct more than two-bit errors in one codeword if the other two
codewords have one or two-bit errors. The performance of the proposed LCPC code in the AWGN channel
with BPSK modulation is investigated. Comparisons the BER performance are made between LCPC code and
other codes such as Hamming, RS, BCH, Golay, and LDPC codes. The simulation results focus on the RS and
LDPC codes, at different values of transmission data and different codeword lengths. The results indicate that
the BER performance of the LCPC code outperforms the renowned codes. In addition, a good value of coding
gain is get when comparing the BER performance of LCPC code with Hamming and RS codes. The results
indicate the coding gain decrease when the codeword length increases. The LCPC code offers lower encoding
and decoding complexity as compared to LDPC codes. Unlike LDPC, LCPC codes do not require any iteration
process during decoding.
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